Checklist veilig internet
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# Tasks:

☐ **Veilig internet**

☐ **Gebruik een virusscanner met actuele virusdefinities en controleer regelmatig de beschikbaarheid van nieuwe definities (bij voorkeur met de automatische update-functie).**

☐ **Open geen bijlages van e-mails van onbekenden**

☐ **Verwijder deze direct van uw computer (ook uit de map Verwijderde items).**

☐ **Vertrouw ook geen (onverwachte) e-mails met een bijlage van bekenden.**

☐ **Schakel ook de Voorbeeldweergave-optie van uw Outlook-programma uit (via Beeld, Indeling).**

☐ **Sommige virussen worden al geactiveerd bij het lezen van de e-mail.**

☐ **Gebruik bij langdurig internetten een firewall, waarmee u inbraakpogingen vanaf internet op uw computer kunt voorkomen (Gratis firewalls: Sygate Personal Firewall en ZoneAlarm).**

☐ **Wees alert op zogenaamde 'spyware'; bestandjes die onopgemerkt door anderen op je computer worden gezet om informatie over je internetgedrag te verkrijgen**

*Spyware vertraagt je computer. Bekende programma's om deze bestanden op te sporen en te verwijdere*

☐ **Zorg bij gebruik van een ADSL- of kabelverbinding er ook voor dat de optie "Bestands- en printerdeling voor Microsoft-netwerken" van uw netwerkverbinding uitgeschakeld is.**

☐ **Controleer regelmatig of er voor Windows belangrijke updates of patches beschikbaar zijn en installeer deze dan ook (kijk op windowsupdate.microsoft.com)**

*N.B. Microsoft zelf zal nooit updates per e-mail versturen, deze e-mails zijn altijd nep en kunnen*

☐ **Blijf op de hoogte van ontwikkelingen op het gebied van virussen en beveiliging.**

☐ **Doe ook eens de security check van Symantec!**